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1. FICHIER DE CONFIGURATION 

1.1 AUTH.CONF 

Sous ~sympa/etc/<robot> 

 
## Here is the default auth.conf 
## It defines the authentication backends used by S ympa 
# 
#  Authentification par CAS 
cas 
 base_url                https://cas.grenet.fr/INPG  
 
# pour eviter d'avoir l'authentification CAS a la c onnexion ,  
# et de permettre l'authentification par adresse ma il pour les exterieurs 
        non_blocking_redirection off 
 
        auth_service_name       cas-INPG 
        ldap_host               frontalannuaire.inp g.fr:636 
        ldap_timeout            7 
        ldap_bind_dn          uid= login*,ou=people,ou=inpg,dc=agalan,dc=org 
        ldap_bind_password      passwd*      
        ldap_suffix                     ou=inpg,dc= agalan,dc=org 
        ldap_get_email_by_uid_filter    (uid=[uid])  
        ldap_email_attribute            mail 
        ldap_scope                      sub 
        ldap_use_ssl                 1 
        ldap_ssl_version             tlsv1 
        ldap_ssl_ciphers             MEDIUM:HIGH 
 
# L'authentification par ldap est laissée dans le c as où CAS ne marche pas  
ldap 
 host                    frontalannuaire.inpg.fr:63 6 
 timeout                 20 
 bind_dn                uid= login* ,ou=people,ou=inpg,dc=agalan,dc=org 
 bind_password           passwd*  
 suffix                  ou=inpg,dc=agalan,dc=org 
 get_dn_by_uid_filter    (uid=[sender]) 
 get_dn_by_email_filter          (mail=[sender]) 
 email_attribute                 mail 
 scope                   sub  
 use_ssl                 1 
 ssl_version             tlsv1 
 ssl_ciphers             MEDIUM:HIGH       
# 
#      authentification par adresse mail 
# 
user_table 
        regexp                 .* 

                                                      
*  à remplacer par les identifiants de connexion à l'annuaire ldap 
 

En gris les modifications apportées 
 



sympa-authentification-cas Page: 3/7 

 

2. INTERFACE WEB 

2.1 INTERFACE D'AUTHENTIFICATION 

 
Sur l'interface web, pour remplacer l'authentification  
 

          par : 

 
 
Il faut modifier le template login_menu.tt2    (sous ~sympa/etc/web_tt2/fr_FR/ ) 
 
En gris les modifications apportées 
 
 
<!-- RCS Identication ; $Revision: 4412 $ ; $Date: 2007-05-25 14:41:54 +0200 
(ven, 25 mai 2007) $ --> 
 
<!-- begin login_menu.tt2 --> 
<div class="MenuBlock"> 
[% IF user.email %] 
<div class="MenuBlock"> 
<div id="Identity">[% user.email %]<br /> 
[% IF is_listmaster %][%|loc%]Listmaster[%END%] 
[% ELSIF is_privileged_owner %][%|loc%]Privileged o wner[%END%] 
[% ELSIF is_owner %][%|loc%]Owner[%END%] 
[% ELSIF is_editor %][%|loc%]Editor[%END%] 
[% ELSIF is_subscriber %][%|loc%]Subscriber[%END%] 
[% END %] 
</div> 
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 [% IF auth_method == 'md5' %] 
  <form class="text_center" action="[% path_cgi %]"  method="post"> 
  <fieldset> 
  <input type="hidden" name="action" value="logout"  /> 
  [% IF referer %] 
          <input type="hidden" name="referer" value ="[% referer %]" /> 
  [% ELSE %] 
          <input type="hidden" name="previous_actio n" value="[% home %]" /> 
  [% END %] 
  <input class="MainMenuLinks" type="submit" name=" action_logout" 
value="[%|loc%]Logout[%END%]" /> 
  </fieldset> 
  </form> 
[% END %] 
</div> 
 
[% IF action == 'pref' %][% SET class = 'menuLinksC urrentPage' %][% ELSE %][% 
SET class = 'menuLinks' %][% END %] 
<strong><a class="[% class %]" href="[% path_cgi %] /pref" >[%|loc%]Your 
preferences[%END%]</a></strong><br /> 
 
[% ELSE %] 
<div class="MenuBlock">     
 [% IF use_sso %] 
  <form action="[% path_cgi %]" method="post">  
  <fieldset>  
  <input type="hidden" name="previous_action" value ="[% previous_action %]" /> 
  <input type="hidden" name="previous_list" value=" [% previous_list %]" /> 
  <input type="hidden" name="referer" value="[% ref erer %]" /> 
  <input type="hidden" name="list" value="[% list % ]" /> 
  <input type="hidden" name="action" value="sso_log in" /> 
  [% IF sso_number == 1 %] 
<strong><div class="menuInactive2">Authentification  des personnes travaillant 
Ã  l'INP </div></strong> 
   [% FOREACH server = sso %] 
    <input type="hidden" name="auth_service_name" v alue="[% server.key %]" /> 
    <input class="MainMenuLinks" type="submit" name ="action_sso_login" 
 value="Authentification Triode" /><br /> 
   [% END %] 
   [% ELSE %] 
   <div class="menuInactive2"><strong><label for="a uth_service_name"> 
[%|loc%]Choose your authentication server[%END%]</l abel></strong></div> 
<select id="auth_service_name" name="auth_service_n ame" 
onchange="this.form.submit();"> 
            [% FOREACH server = sso %] 
               <option value="[% server.key %]">[% server.value %]</option> 
            [% END %] 
            </select> 
<input class="MainMenuLinks" type="submit" name="ac tion_sso_login" 
value="[%|loc%]Go[%END%]" /><br /> 
          [% END %]  
  </fieldset> 
      </form> 
     [% END %]  
     </div> 
 
 <div class="MenuBlock"> 
 <form action="[% path_cgi %]" method="post">  
 <fieldset> 
   <input type="hidden" name="previous_action" valu e="[% previous_action %]" /> 
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   <input type="hidden" name="previous_list" value= "[% previous_list %]" /> 
   <input type="hidden" name="referer" value="[% re ferer %]" /> 
    <input type="hidden" name="list" value="[% list  %]" /> 
 
    <input type="hidden" name="action" value="login " /> 
<div class="menuInactive2"><strong>Personnes extÃ©r ieures</strong></div> 
 <label for="email_login">[%|loc%]email address[%EN D%] :</label><br /> 
<input type="text" name="email" id="email_login" si ze="18" value="[%init_email 
%]" /><br /> 
<label for="passwd" >[%|loc%]password[%END%] :</lab el><br /> 
<input type="password" name="passwd" id="passwd" si ze="8" />    
<input class="MainMenuLinks" type="submit" name="ac tion_login" 
value="[%|loc%]Login[%END%]" /> 
 </fieldset> 
      </form> 
  </div> 
  <br /> 
[% IF use_passwd == '1' %] 
  <a class="menuLinks" href="[% path_cgi %] /sendpasswd/ [% escaped_init_email 
%]">[%|loc%]First login ?[%END%]</a><br /> 
  <a class="menuLinks" href="[% path_cgi %]/remindp asswd">[%|loc%]Lost password 
?[%END%]</a> 
[% END %] 
[% END %] 
 
</div><!-- end div=MenuBlock --> 
 
<!-- end login_menu.tt2 --> 
 

2.2 PAGE MOT DE PASSE PERDU 

Pour remplacer  
 

 

 

par 
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Il faut modifier le template remindpasswd.tt2  (sous ~sympa/etc/web_tt2/fr_FR/ ) 
 
En gris les modifications apportées 
 
 
<!-- $Id: remindpasswd.tt2 3907 2006-09-25 14:50:16 Z serge.aumont $ --> 
 
<!-- begin remindpasswd.tt2 --> 
      <p> 
      [%|loc%]You have forgotten your password, or you've never had any 
password related to this server[%END%]<br /> 
      </p> 
 
<p>Vous Ãªtes : </p> 
<ul> 
  <li>Personnel de l'INP Grenoble ou Personnel hÃ©b ergÃ©  
    <dl><dd> 
  Pour vous connectez vous devez utiliser <a 
href= "http://intranet.inpg.fr/1161769827769/0/fiche___ar ticle/"  
target="_blank">votre  
  compte de mot de passe< /a> de l'annuaire d'authentification <a 
href="http://intranet.inpg.fr/06504253/0/fiche___pa gelibre/ " 
target="_blank">Triode-Process</a>  
  (ENT, Entract,...)<br> 
Vous trouverez un <a href= "http://intranet.inpg.fr/servlet/  
com.univ.utils.LectureFichierJoint?CODE=11931259481 68&LANGUE=0"> 
guide d'utilisation des listes de diffusion </a> su r l'Intranet de Grenoble 
INP. 
</dd></dl></li></ul><br> 
  <ul><li>ExtÃ©rieurs 
    <dl><dd>  
[%|loc%]it will be sent to you by email :[%END%] 
      <form class="bold_label" action="[% path_cgi %]" method="post"> 
 <fieldset> 
 <input type="hidden" name="referer" value="[% refe rer %]" /> 
 <input type="hidden" name="action" value="sendpass wd" /> 
           <label for="email">[%|loc%]Your e-mail a ddress[%END%] : </label> 
           <input id="email" type="text" name="emai l" size="20" value="[% email 
%]" /> 
             <input class="MainMenuLinks" type="sub mit" 
name="action_sendpasswd" value="[%|loc%]Send me my password[%END%]" /> 
 </fieldset> 
      </form> 
</dd></dl></li></ul> 
 
<!-- end remindpasswd.tt2 --> 
 
 
 

2.3 PORTAIL 

Dans le portail ne pas oublier de rajouter au service SSOUT la page suivante : listes.inpg.fr/sympa/logout 
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2.4 CONFIGURATION  D'APACHE  

 

<VirtualHost xxx> 

      ServerName listes.inpg.fr 

..................................... 

# en attendant de résoudre le problème de logout de l'authentification cas 

    Redirect  /sympa&gateway=1 http://listes.inpg.fr/sympa 

..................................... 

</VirtualHost> 

 

 

 


